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Initiative Four: 
User-centered Support Structures 
We shall provide support structures that encourage confidence and success for all users. (EMP Goal 1)  

Principles in Support of Initiative Four  

1. Just-in-time support

2. Best of breed web support and documentation

3. Diverse learning options

4. Actively promote use of communities

Support Index  
A Support Index was developed in support of the four strategic initiatives at IVC. The Support Index was 

modeled after the International Society for Technology  in Education’s (ISTE) Technology Support Index, 

which is a tool for districts to profile their technology support programs. It has been modified to support the 

Framework for Technology Implementation at IVC and serves the following purposes for this strategic plan:  

1. It identifies a continuum of support capacity and efficiency levels, ranging from “Deficient” to

“Exemplary”.

2. It identifies the “targets” for IVC’s technology implementation. These are represented as Bold and

GREEN Text in the Index. These targets are identified as where we plan to be by 2015.

3. It identifies the current status (as of last document update) of IVC’s technology implementation. This

“self-study” forms our baseline for accountability. Our current status is shaded RED if not at target,

GREEN if target is currently met.

From this identification of targets and the self evaluation of our current status, the Technology P lanning 

Committee ( TPC)





Strategic	Technology	Plan	‐	2017	Activities	

The	following	activities	are	outlined	for	Fiscal	year	2017/2018.	

1. Move	Banner	backend	servers	from	SPARC	to	new	HP	blade/VM	Ware	



























Appendix C – Network Security Assessment
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E-mail System
IVC curre ntly hosts Microsoft Exchange server as th eir electronic m essaging and collaboration platform. 

Exchange 2007 curren tly serves approximately 50 0 mailboxes for staff a nd faculty t hat a re primarily 

accessed via the Microsoft Outlook client. 

End-users may also access the Exchange system v ia the Outlook We b Access (OWA) web interface, w hich 

allows users to check e-mail with a standard web browser. T his also provid es the framework for users to 

access their e-mail through mob ile devices via Active Sync. 

IVC use s the Barracu da Spam Fire wall appliance to filter inbound and outbound mail fo r spam and viruses. 

End-users have the  option to customize the
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 Configure the appliance for LDAP/Exchange user integration. This feature provides two important
features ( Severity level = Moderate ):

o Integrates users on the spam firewall with the Active Directory account. This way, users can
login to the spam firewall (customize spam settings, review quarantine) with their e-mail
address and domain password.

o It provides a mechanism for the spam firewall to check the recipient list before accepting e- 
mail for a valid e-mail address. Without this feat ure, the spam firewall has no way to know if
the recipients are valid and creates a quarantine account for invalid users as well. When
reviewing the user list on the spam firewall, it currently has about 3,443 user quarantine
accounts, when most likely only 500 of those accounts are valid. This creates unnecessary
overhead and puts additional load on the appliances.

 Create an SPF record in DNS to identify authorized mail servers for the imperial.edu domain. This
optional verification process is being adopted worldwide as a mechanism to identify trusted servers
and help minimize e-mail spam.
Severity level = Moderate

 If economically possible, purchase another Barracuda Spam firewall appliance (model 400) to cluster
with the current appliance and provide hardware redundancy.
Severity level = Moderate








